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openssl req -new -utf8 -nameopt multiline,utf8 -nodes -out my name.csr -
newkey rsa:2048 -keyout my name.key -config <(

cat <<-EOF

[req]

prompt = no

default md = sha256

distinguished name = dn

[ dn ]

C=SY

Change Me # il aall=title
Change Me # s>=0
Change Me # 4y yaall=0U
Change Me # sowl=CN

emailAddress=my@email.sy # Change Me
serialNumber=NID-01010101010 # Change the Number
EOF

(

ECDSA 4o j,lea alaaiwly

oS (CST a8aM! 53) salguidl! il ga ,a¥15 Private key solall Gilall sa Laaaad opyile ayl iy asti ) Zaglaill
o0l aadli oIl ddaally Jasll oal dagaiall (il jum s 0Tl Ciny Openssl aosall s say Jusi allai ¢l aglaill dyiss
¥ dudii s ibsl!

openssl ecparam -name prime256v1l -genkey -out my name.key

openssl req -new -utf8 -nameopt multiline,utf8 -key my name.key -out
my name.csr -config <(

cat <<-EOF

[req]
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prompt = no
default md = sha256
distinguished name = dn

[ dn ]

C=SY

Change Me # Ladholl aaall=title
Change Me # s>=0
Change Me # L paall=0U
Change Me # sou!=CN

emailAddress=my@email.sy # Change Me
serialNumber=NID-01010101010 # Change the Number
EOF

(

pfx/pkcsl2 il Ju<lii

oSaill WSy 5550 2alSy o lall Cilall fylaal) pfX ale Juubal (o lall rlidall Cale g 2adl 8alguill ile ros oSy
allas (s ore sdadni oy il JIF 531 aluatnly (s Sl] Jola e Lliaats of Jusdall allti e 83lgdl] copati e
st LS Openss| ie3all s say Juiuds

openssl pkcsl2 -export -out my name.pfx -inkey my name.key -in my name.pem

Gty ulgdl! =il 1318 L(pem (Dase64 suwiiy salgddl & 58 ¥ ¢ ling Galull 5o¥ riliade
i" i Al 5ol alaniils Lol sai Sesd (der/cer(binary

openssl x509 -inform der -in my name.cer -out my name.pem

Code Signing sslgi by jola rlids ady

example.sy 3Uaill CSR sslgsd wulls ilo g Private key pola rlids aulsiy a sisw JUll oY
ialall sic g Al Jsia ilan] o Say elliSy CN 5 0 daladl s Cllally LI J all oif Jyaai 85 s diadle po

openssl req -new -nodes -out example.sy.csr -newkey rsa:2048 -keyout
example.sy.key -config <(
cat <<-EOF
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[req]

prompt = no

default md = sha256
distinguished name = dn

[ dn ]

C=SY

0=0rganization Name
CN=0rganization Name
EOF

(

SSl 8algds ulb g ola rlide iy

example.sy sUsill CSR salgsh b ilo g Private key pels rlide aylgiy o gpw JUll Y
Jsia 4] 5<ay elliSy DNS.2 g DNS.1 5 CN 5 0 cialall cowa Cllally adlill J dall 18 Jyaai 855 iiade ao

ialall aie s al

openssl req -new -nodes -out example.sy.csr -newkey rsa:2048 -keyout

example.sy.key -config <(
cat <<-EOF

[req]

prompt = no

default md = sha256
distinguished name = dn

req extensions = ssl regext

[ dn ]

C=SY

0=0rganization Name
CN=example.sy

[ ssl regext ]
subjectAltName=@alt names

[ alt names ]

DNS.1 = example.sy
DNS.2 = *.example.sy
EOF

(
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